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Explanatory Note

This Current Report on Form 8-K/A (this “Amendment”) amends the Current Report on Form 8-K filed by loanDepot, Inc. (the “Company”) with the Securities and Exchange Commission (the “SEC”) on January 8, 2024 (the “Original Report”). The Company is filing this Amendment in order to provide supplemental information regarding the cybersecurity incident disclosed by the Company in the Original Report. Except as expressly set forth herein, this Amendment does not amend the Original Report in any way. This Amendment supplements, and should be read in conjunction with, the Original Report.
Item 8.01. Other Events.

As disclosed in the Original Report, the Company recently identified a cybersecurity incident affecting certain of the Company’s systems. On January 22, 2024, the Company issued a press release providing an update regarding this cybersecurity incident. The press release is attached hereto as Exhibit 99.1 and is incorporated herein by reference.

The Company has not yet determined whether the cybersecurity incident is reasonably likely to materially impact the Company’s financial condition or results of operations.

Forward-Looking Statements

This Amendment contains “forward-looking statements” within the meaning of the federal securities laws. Forward-looking statements are made based on the Company’s expectations and beliefs concerning future events impacting the Company, and, therefore, involve several risks and uncertainties. You can identify these statements by the use of words such as “will,” “anticipate,” “estimate,” “expect,” “should,” “could” and “may” and similar expressions or the negative versions of these words or comparable words (however, the absence of these words or similar expressions does not mean that a statement is not forward-looking). All statements regarding the impact from the cybersecurity incident, including impact on the operations and financial condition of the Company, the scope of the investigation and the Company’s plans, objectives, projections and expectations relating to the Company’s operations or financial condition, and assumptions related thereto are forward-looking statements. Forward-looking statements are not guarantees and actual results could differ materially from those expressed or implied in the forward-looking statements. Potential risks and uncertainties that could cause the actual results of the Company’s operations or financial condition to differ materially from those expressed or implied by forward-looking statements include, but are not limited to: the Company’s ongoing assessment of the impacts of the cybersecurity incident and its impact on the Company’s operations and financial condition; the Company’s ongoing assessment of the incident, including the Company’s potential discovery of additional information related to the incident in connection with its investigation or otherwise; the Company’s expectations regarding its ability to contain and remediate the cybersecurity incident; further delays in the time required to verify some or all of the Company’s information technology systems; the impact of the cybersecurity incident on the Company’s relationships with customers, employees and regulators; legal, reputational and financial risks resulting from the cybersecurity incident; the extent of available insurance coverage; any potential regulatory inquiries and/or litigation to which the Company may become subject in connection with this incident; and that any future, or still undetected, cybersecurity related incident, whether an attack, disruption, intrusion, denial of service, theft or other breach could result in unauthorized access to, or disclosure of, data, resulting in claims, costs and reputational harm that could negatively affect our actual results of operations or financial condition; and other risks detailed in the “Risk Factors” section of the Company’s Annual Report on Form 10-K for the year ended December 31, 2022 and Quarterly Reports on Form 10-Q as well as any subsequent filings with the Securities and Exchange Commission, including Forms 8-K filed or furnished with the SEC. The forward-looking statements in this document speak only as of the date of this Amendment. The Company does not undertake any obligation to publicly update or revise any forward-looking statement to reflect future events or circumstances, except as required by applicable law.

Item 9.01. Financial Statements and Exhibits.

(d) Exhibits.

<table>
<thead>
<tr>
<th>Exhibit No.</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>99.1</td>
<td>loanDepot, Inc. press release, dated January 22, 2024</td>
</tr>
<tr>
<td>104</td>
<td>Cover Page Interactive Data File (embedded within the Inline XBRL document)</td>
</tr>
</tbody>
</table>
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loanDepot Provides Update on Cyber Incident

IRVINE, Calif. – January 22, 2024 – (BUSINESS WIRE) – loanDepot, Inc. (“LDI” or “Company”) (NYSE: LDI), a leading provider of home lending solutions, today provided an update on the cyber incident it disclosed on January 8, 2024.

The Company has been working diligently with outside forensics and security experts to investigate the incident and restore normal operations as quickly as possible. The Company has made significant progress in restoring our loan origination and loan servicing systems, including our MyloanDepot and Servicing customer portals.

Although its investigation is ongoing, the Company has determined that an unauthorized third party gained access to sensitive personal information of approximately 16.6 million individuals in its systems. The Company will notify these individuals and offer credit monitoring and identity protection services at no cost to them.

“Unfortunately, we live in a world where these types of attacks are increasingly frequent and sophisticated, and our industry has not been spared. We sincerely regret any impact to our customers,” said loanDepot CEO Frank Martell. “The entire loanDepot team has worked tirelessly throughout this incident to support our customers, our partners and each other. I am pleased by our progress in quickly bringing our systems back online and restoring normal business operations.”

“Our customers are at the center of everything we do,” said Jeff Walsh, President of LDI Mortgage. “I’m really proud of our team, and we’re glad to be back to doing what we do best: enabling our customers across the country to achieve their financial goals and dreams of homeownership.”

The Company is committed to keeping its customers, partners and employees informed and will provide any additional operational updates on our microsite at loandepot.cyberincidentupdate.com.

About loanDepot

loanDepot (NYSE: LDI; NMLS # 174457) is an equal housing lender and digital commerce company committed to serving its customers throughout the homeownership journey. Since its launch in 2010, loanDepot has revolutionized the mortgage industry with a digital-first approach that makes it easier, faster and less stressful to purchase or refinance a home. Today, as one of the nation’s largest non-bank retail mortgage lenders, loanDepot enables customers to achieve the American dream of homeownership through a broad suite of lending and real estate services that simplify one of life’s most complex transactions. With headquarters in Southern California and offices nationwide, loanDepot is committed to serving the communities in which its team lives and works through a variety of local, regional and national philanthropic efforts.

LDI-IR

Contact
Jonathan Fine, VP, Public Relations
(781) 248-3963, jfine@loandepot.com